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REPORT: IT AND OPERATIONAL SPENDING ON FRAUD

Report Highlights

• Investment in fraud technology is being driven by digitization of 
financial services and increased fraud activity on the back of COVID-19.
– Financial Institutions will spend US$6.6 billion on fraud systems in 

2021. 

• The report presents detailed spending breakdowns on:
– Spending in the four key regions: North America, Europe, Asia, and 

Rest of the World (which includes Latin America, the Middle East, 
and Africa).

– Spending according to type and size of financial institutions.
– Spending growth rates.
– Technology spending breakdown by: Internal spending, hardware, 

external software, and external services.
– Operational spending (in addition to technology spending).
– Spend on new initiatives vs. maintenance activities.

Fraud Trends in 2021

• Increasingly sophisticated technology of criminals and spike in 
fraud due to the pandemic is leading financial institutions to 
implement fraud systems with modern AI capabilities.

• Accelerated expansion of digital financial services requires FIs to 
increase automation of fraud analysis and investigation via machine 
learning, robotic process automation, natural language processing.

• Regtech startups are exploiting the digital opportunity by providing 
next generation fraud solutions, putting pressure on incumbent 
providers to catch up.

What Firms Should be Doing

Financial Institutions Solution Providers

Implementing your roadmap for 
the digital age Prioritizing markets and segments

Upgrading to Modern AI Emphasizing Modern AI and 
Automation

Leveraging the cloud Leveraging the cloud

Exploring the Regtech Ecosystem Considering managed services

Spending on Fraud Technology in 2021: US$6.6 billion
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Contact Details How Celent Can Help

Consulting
Bespoke client consulting, leveraging content on 
the platform

Advisory & Research
Expert opinion delivered by Celent analysts, 
leveraging original and curated content on 
the platform

Digital Services
Solutions to help financial institutions manage 
their technology with benchmarking capabilities

Knowledge Platform
Core infrastructure for the capture and 
presentation of all Celent’s research

• Email info@celent.com or access the full report here

• Feel free to reach out for a breakdown of the findings 
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IT and Operational 
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RELATED CELENT RESEARCH

Top Technology Trends in 
KYC-AML: Transforming 
AML Operations in the 

Digital Era

Public Cloud Adoption in 
Risk and Compliance: 7 
Key Considerations for 

CIOs and Key 
Stakeholders

Managing Digital 
Transformation Risk in 

Financial Services

Risk and Compliance in 
the Wake of COVID-19: 

Strengthening Risk 
Postures with Digital 

Toolkits

Accelerating Digital 
Adoption in Risk and 

Compliance

Mitigating Cyber Threats 
in Banking with Next-
Generation Platforms

Rethinking Data for a New 
Era in AML

Know Your Customer 
Systems: 2020 xCelent 
Awards, Powered by 

VendorMatch

Anti-Money Laundering 
Software Update 2019

Applying Advanced 
Analytics In AML: Tools 

And Techniques for 
Improving Efficiency and 

Effectiveness

HSBC: Fighting Financial 
Crime with Big Data 

Analysis

Claims Fraud Detection 
Systems: 2018 IT Vendor 

Spectrum



QUALIFICATIONS, ASSUMPTIONS, AND LIMITING CONDITIONS
This report is for the exclusive use of the CELENT client named herein. This report is not intended for general circulation or publication, nor is it to be reproduced, 
quoted, or distributed for any purpose without the prior written permission of CELENT. There are no third-party beneficiaries with respect to this report, and CELENT 
does not accept any liability to any third party.

Information furnished by others, upon which all or portions of this report are based, is believed to be reliable but has not been independently verified, unless otherwise 
expressly indicated. Public information and industry and statistical data are from sources we deem to be reliable; however, we make no representation as to the 
accuracy or completeness of such information. The findings contained in this report may contain predictions based on current data and historical trends. Any such 
predictions are subject to inherent risks and uncertainties. CELENT accepts no responsibility for actual results or future events.

The opinions expressed in this report are valid only for the purpose stated herein and as of the date of this report. No obligation is assumed to revise this report to 
reflect changes, events, or conditions, which occur subsequent to the date hereof.

All decisions in connection with the implementation or use of advice or recommendations contained in this report are the sole responsibility of the client. This report 
does not represent investment advice nor does it provide an opinion regarding the fairness of any transaction to any and all parties. In addition, this report does not 
represent legal, medical, accounting, safety, or other specialized advice. For any such advice, CELENT recommends seeking and obtaining advice from a qualified 
professional.
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